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**AIM:**

Write a python program to detect the suspicious E-mail

**PROCEDURE:**

1.Start

2. Define the function is\_suspicious\_email(subject, sender, body):

a. Initialize a list of suspicious\_keywords

b. Initialize a list of suspicious\_domains

c. Check for suspicious\_keywords in the subject and body using regular expressions

i. Iterate over each suspicious\_keyword

ii. If a suspicious\_keyword is found in either the subject or body, return True

d. Extract the sender\_domain from the sender's email address using regular expressions

e. If the sender\_domain is in the list of suspicious\_domains, return True

f. Check if the word "attachment" appears in the body (converted to lowercase)

i. If it does, return True

g. Return False if none of the suspicious email rules match

3. Example usage:

a. Define the subject, sender, and body of the email

b. Call the is\_suspicious\_email function with the email details as arguments

c. Print "Suspicious email detected!" if the function returns True

d. Print "Legitimate email." if the function returns False

4. End

**CODE:**

import re

def is\_suspicious\_email(subject, sender, body):

# Rule 1: Check for suspicious keywords in the subject or body

suspicious\_keywords = ['urgent', 'verify', 'account', 'password']

for keyword in suspicious\_keywords:

if re.search(fr'\b{keyword}\b', subject, re.IGNORECASE) or re.search(fr'\b{keyword}\b', body, re.IGNORECASE):

return True

# Rule 2: Check if the sender's domain is suspicious

suspicious\_domains = ['example.com', 'suspiciousdomain.com']

sender\_domain = re.search('@(.+)', sender).group(1)

if sender\_domain in suspicious\_domains:

return True

# Rule 3: Check if the email has attachments

if 'attachment' in body.lower():

return True

# If none of the rules match, consider the email legitimate

return False

# Example usage

subject = 'URGENT: Verify Your Account'

sender = 'abipearl2652004@gmail.com'

body = 'Dear user, please verify your account by clicking the link below.'

if is\_suspicious\_email(subject, sender, body):

print('Suspicious email detected!')

else:

print('Legitimate email.')

**OUTPUT:**

![](data:image/png;base64,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)

**RESULT:**

Thus the python program to detect the suspicious E-mail is executed and verified successfully.